	Brick: File Transfer (FTPS)
Domain: Security
Effective Date: January 15, 2012

	Current 
	New Development in Two Years
	New Development in Five Years

	1. Baseline Technology (Approved & supported for current usage.)
1. Ipswitch WS_FTP  Professional & Server V6.1
2. Ipswitch MOVEit DMZ Enterprise
3. TIBCO/Proginet CyberFusion
4. IBM Connect:Direct
5. GlubTech Secure FTP 2.x
	2. Mainstream Targets (Primary candidates for future deployment, subject to further review and acceptance by the CIO.) 
Descendants of Baseline Technology



	3 Retirement Targets (Exit ASAP.)  
1. Anonymous FTP
2. Plain FTP
3. Momentum Unsecured FTP
4. Predecessors of the Baseline Technology, no longer supported by their vendors.
	4. Tactical Deployment (May be piloted during the next two years, by permission of the CIO, in the absence of defined Mainstream Targets.)
None Identified
	5. Strategic Direction (Secondary candidates for future deployment, depending on market trends, but essentially the same technology and revenue model as the Mainstream Targets.) 

None Identified

	6. Containment Targets (Current usage OK. NO further proliferation. Long-term exit plan. For waiver, submit request to the CIO, stating the business requirements and potential support models.) 
1. Momentum Secure FTP

2. SFTP (Secure Shell File Transfer Protocol)
3. SCP (Secure File Copy)
4. Sterling Connect:Direct Secure+ Managed FTP

5. Predecessors of the Baseline Technology, still supported by their vendors.
	7. Emerging Technologies (New technology and/or revenue model that could potentially disrupt the Strategic Direction. May undertake R&D evaluation by permission of the CIO.) 

None Identified

	8. Implications, Dependencies & Rationale




