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What you need to know: 
This system comes with a standard “dictionary” of PIN numbers that are not considered ‘strong PINs’.  In 
order to avoid getting caught in a loop of entering a PIN and having to do it over and over, please review 
below before selecting and entering a new 6 digit PIN that is easy for you to remember, but would not 
be easy for another user to guess in order to gain access with evil intent.  This is only a sample of the PIN 
formats that will not be allowed as there more than 2 MILLION combinations in the “dictionary”.   

The system will prompt you to enter a new 6 digit PIN.  Prior to entering the PIN, here is some guidance 
that will save some frustration.  Please review a sample of entries that will NOT be allowed using the 
new system.   

 

Soft Token Users 
• Navigate to and launch the Juniper page consistent with current process—desktop shortcut, 

favorites etc. 
• Launch RSA Soft Token Application consistent with current process.  Again, this could be a 

desktop shortcut, or selected form the Windows menu. 
• When prompted in the RSA SecurID token screen, enter your current 4 digit pin.  This will update 

and reveal a token code. 
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• In the Juniper Remote Access Service Page, enter your Active Directory User Name (this is the 
“AD” account name that is used to log in to your computer). 

• Enter the password that corresponds to your AD account user name.  
• Copy/Paste or enter token code before the timer runs out 
• Select “Sign In” 
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• Enter a new 6 digit PIN 
• IMPORTANT!  Remember the 6 digit PIN 
• Reenter the 6 digit PIN 
• Select “Save PIN” 

 

When the system accepts the selected PIN, the screen will refresh and a message indicating the PIN was 
saved will be displayed at the top of the screen. 

 

 

The RSA SecurID window will prompt you to enter the new 6 digit PIN 
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Reenter your login credentials in the Juniper Remote Access Service Screen: 

1. AD Name 
2. AD Password 
3. Copy/paste or enter the token code before the timer runs out  
4. Select “Sign In” 

SUCCESS! Continue with standard processes to complete the remote connection to the network and 
have a very productive workday! 
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Junos Pulse Users 
After the 6 digit PIN has been implemented for your SecurID account either by requesting a 6 digit PIN 
from Customer Support or after the automated deployment date of the change, Junos Pulse users will 
have the ability to create a new 6 digit PIN. 

• Launch the Junos Pulse application using the current process (shortcut, icon, etc.). 
• Click “Connect” 
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The screen will update and request your AD/computer sign on credentials and password 

• Enter Active Directory/Computer log on User Name 
• Enter Active Directory/Computer log on Password 
• Select “Connect” 

 

The screen will change and request the user to enter the Secondary User Name and enter a PIN. 

• DO NOT enter your existing 4 digit PIN. 
• Select the ENTER key or; 
• Leave the PIN entry field blank and select “Connect”. 
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Create a new 6 digit PIN that does not meet any of the conditions below: 

 

• Enter new 6 digit PIN. 
• Enter the new PIN again to confirm that both entries match. 
• Select “Connect”. 

 

 

  



 8  

 

SUCCESS! 
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